
How to Sign in with Multi factor 
Authentication (MFA) on the eRAP Portal

MFA requires additional verification steps such as a code sent to your phone via SMS 
or an authenicator app before you can sign in. By using MFA, we protect sensitive 
information and reduce the risk of unauthorised access, keeping your account and 
data more secure.

SMS Verification Process 
1. Enter your number
2. Recieve a onetime code to verify.

Authentication App Process

1. Download Authentication App
and set up your phone.

2. Open chosen app & scan the QR
code or enter the code manually.

3. You will be provided with a one
time verification code to enter.

4. You can select the ‘Don’t ask
again for 14 days’ to avoid MFA
everytime you log in for the next 14
days.


